


FORMAT
The 1993 cover format continued the previous year’s style. All issues now had the price 
($4) printed on the cover. The page length remained at 48 pages with the page numbering 
scheme also remaining as it was in previous years. The table of contents titles on the back 
cover had the following unique titles - Spring: “program”; Summer: “inward”; Autumn: 
“main attractions”; and Winter: “on-ramp”. Article titles on the back cover were now 
contained in a colored box. Second class postage permit info was no longer printed on 
the back page.

The tradition of messages being hidden in tiny print in the space on the back cover 
where a mailing label would go continued - Spring: “STILL HERE” (referring to both the 
magazine and the tiny message itself); Summer: “THE LIGHT IS BLACK” (a clue on 
how to read the front cover); Autumn: “AVERAGE IS ABNORMAL” (the philosophy 
with which we tended to view the hacker world; the message is, of course, printed upside 
down); and Winter: “LIKE A DOG” (the chilling last words of the protagonist from the 
final sentence of Franz Kafka’s The Trial). Many of us felt like we were living within 
that book.

COVERS
The first three covers of the year were drawn by Affra Gibbs and the last one was drawn 
by Holly Kaufman Spruch. The mini-covers in the upper right would also continue 
throughout the year. The covers, as always, focused on things that were happening in the 
hacker world - and there was no shortage of them.

The Spring 1993 cover focused on Austin, Texas, where the Secret Service was on 
trial for violating the rights of Steve Jackson Games in the raid that helped launch the 
Electronic Frontier Foundation three years earlier. A hacker in a 2600 t-shirt is seen by 
the side of a highway holding a sign that reads “.edu” in much the same way a hitchhiker 
would hold up a sign with their desired destination. This hacker wants to go to school 
on the information highway. This particular character would become known as the face 
of 2600 in future covers and even eventually on the 2600 van. There are numerous signs 
spread out along the highway, including ones that people in Austin would recognize: 
Magnolia, Texadelphia, and Europa were all popular cafes to hang out in. At the end of 
the highway was an image of the Emerald City from The Wizard of Oz with the word 
“Oasis” on a banner being pulled by a plane. Austin was often referred to as an oasis in 
the Texas desert. There were also references to the incoming Democratic regime, the first 
of its kind since 2600 began publishing. “Bill’s” and “Hillary’s” signs along the highway 
denoted fictitious cafes in the names of the President and First Lady. The inclusion of 
“Nick’s” next to them was a reference to a short-lived television program called Nick & 
Hillary that had aired several years earlier. A bus driving past on the highway has the 
license plate of “52IF.” This undoubtedly was a reference to the license plate found on 
The Beatles’ Abbey Road, which read “28IF” and had been seen as a hint of the rumored 
death of Paul McCartney, who would have been 28 had he lived. (The math doesn’t work 



on either plate as Paul’s age at the time of each of these references would have actually 
been 27 and 51.) As for the dead elephant on the side of the road, that was clearly a 
reference to Republicans on the way out of power. The donkey on a sign by the Emerald 
City is the flip side of the transition. This issue’s mini-cover was a simple message: 
“TEXAS FEDEX NOFIVE!” For one thing, it incorporated the traditional exclamation 
point that always appears on the cover of the first issue of the year. The message was 
basically sharing a discovery some of us had made when visiting Austin for the Steve 
Jackson Games vs. Secret Service trial: Simplex locks on FedEx boxes in Texas didn’t 
have a five in the combination, unlike others throughout the country.

Summer 1993 was a mall scene, something that was becoming more and more prevalent 
as 2600 meetings soared in popularity. Ever since the trouble at a 2600 meeting instigated 
by the Secret Service at the Pentagon City Mall in Washington DC the previous year, our 
meetings were spreading like wildfire, jumping from three in 1992 to 30 by the end of 
1993. Since so many of them met in food courts in malls, we were becoming real experts 
in how to handle suspicious members of mall security. In this image, hackers are seen 
on three levels of a mall playing with laptops, portable phones, and frequency counters. 
There are other people with binoculars, a man clearly labeled as FBI, soldiers, and even 
a television crew interviewing some hackers. All of this was based on actual occurrences 
at 2600 meetings. We see the familiar Radio Shack font on a storefront, but this one only 
spells out the word “hack.” On the lower level we see kids on skateboards, tents set up 
(presumably for that summer’s first hacking camp in the Netherlands), a scruffy old guy 
handing out leaflets, people playing with payphones, and someone wearing a shirt that 
says “MARCUS” and a hat with the letter “G,” possibly a reference to Jamaican leader 
and black nationalist Marcus Garvey. In the midst of all of this is a sign that says “Find 
the Hacker,” much in the spirit of Where’s Waldo? You might have thought you had 
already found all of the hackers, but those who looked a little closer under a black light 
were in for a surprise as the familiar face of 2600, introduced in the Spring cover, would 
take up the entire page. This issue’s mini-cover shows a picture of Benjamin Franklin 
with a waving hand. It was the issue where our faithful laser printer Franklin would retire 
and here it’s revealed who Franklin had been named after all along. It was appropriate, 
considering Benjamin Franklin’s involvement in the printing trade.



The Autumn 1993 cover was a reflection of the biggest hacker event ever to have taken 
place, which was Hacking at the End of the Universe (HEU), a hacker camp that was held 
in the Netherlands in August. Over a thousand hackers gathered to build a community, 
hook up to the Internet, and learn all about hacking. It was the most inspirational 
gathering since 1989’s Galactic Hacker Party, which also took place in the Netherlands. 
The cover (our first to contain a barcode) featured all sorts of HEU highlights, including 
skateboarders, tents with computers inside, and a person with a peace sign on their shirt. 
A totem pole appears in the foreground which tells the story of progression from fire to 
the automobile to the telephone to the computer and, lastly and most ominously, to a pair 
of handcuffs. As much fun as all of this was, the dangers were never forgotten. A barbed 
wire fence separates the hacker fun from the world of conformity, where we see people 
in suits gathering under a McDonald’s sign, stirring a melting pot. In the background 
are featureless apartment buildings. The mini-cover is a picture of the top floor of The 
Cedars, the sprawling Victorian estate on Long Island where 2600 got its start and 
which was now being left behind for greener pastures. The words “Tok Junction” were 
a reference to a small town in Alaska near the Yukon border, known as one of the most 
isolated communities in the United States.

Winter 1993-94 was a bit more ominous in nature. There had been a flurry of cases 
recently involving hackers being sent to prison. That, combined with the explosion of 
new cable networks, led to the image of “The Prison Network” on a 500-channel capable 
television set. Sitting on top of the television next to a basket of eggs was a little voodoo 
doll with a knife through his heart and the name “R Berman” on his shirt. This was 
widely believed to be a reference to Rick Berman, the executive producer of the Star Trek 
franchise, who many at the time felt was destroying the original Gene Rodenberry vision. 
(Hackers took this sort of thing seriously, after all.) We see “JVST” over an old building 
with pillars, symbolizing outdated justice. Next to that is another series of letters: SAPPO. 
This was a reference to three of our hacker friends who had been sent to prison: Scorpion, 
Acid Phreak, and Phiber Optik. Three candles are lit below those letters in their honor. 
The 56 symbolized the new future of data transmission, where the maximum speed of 
analog data transmission over a POTS line was believed to be 56 kilobits per second. The 
image is completed with a newspaper headline on the floor announcing the upcoming 
2600 meeting on IRC. The mini-cover is a stretched out section of Edvard Munch’s “The 
Scream,” which had just been stolen from a gallery in Oslo.

INSIDE
The staff section had credits for Editor-In-Chief, Office Manager, Artwork, Writers, 
Technical Expertise, and Shout Outs. A Special Projects Coordinator credit appeared in 
the Summer issue with the name of “Earl J. Waggadorn, Jr.,” a misspelled (should be 
“Waggedorn”) character name of an obnoxious brat from the 1960s television program 
Julia. That issue also had a credit for Good Buy, a farewell to our laser printer named 
Franklin who was retiring and who had gotten shout outs in nearly every preceding 
issue. The staffbox appeared on page 3 for all issues this year. The annual Statement of 
Ownership, required by the post office, somehow wound up not getting printed this year. 



The Writer list ended with “the digital majority” for Spring, “the usual anonymous bunch, 
especially David Alan Buchwald” for Summer, “the strong and silent” for Autumn, and 
“one who waits” for Winter. There were two new staffbox quotes this year. For Spring 
and Summer, the source was Judge Sam Sparks from the momentous court case where 
Steve Jackson sued the Secret Service for the raids that affected Steve Jackson Games 
back in 1990. Judge Sparks said: “The Secret Service didn’t do a good job in this case. 
We know no investigation took place. Nobody ever gave concern as to whether statutes 
were involved. We know there was damage.” For the Autumn and Winter issues, the quote 
came from a Secret Service affidavit responding to a CPSR (Computer Professionals for 
Social Responsibility) Freedom of Information Act request concerning the breakup of the 
November 1992 Washington DC 2600 meeting. The quote read: “At this time the Secret 
Service has no reason to believe that the suspect(s) in its investigation, or the plaintiff 
in this case, are aware of the nature of the Secret Service’s investigation, who is under 
investigation by the Secret Service, what information is in the possession of the Secret 
Service, or who has provided information to the Secret Service in regard to this matter.” 
We weren’t so sure.

Mailing info continued to be printed on page 3 as required by the post office.

We started the year with 18 meetings, already a dramatic increase from a year earlier 
when we had only three and double what we had only one issue prior. By the end of the 
year we would have 30 meetings, including one in England and in Spain. Much of this 
increased popularity was due to the botched attempt by the Secret Service to shut down our 
Washington DC meeting in November of 1992. Throughout the year, we would be getting 
new details of what was really going on, thanks to our friends at Computer Professionals 
for Social Responsibility, who were relentlessly filing Freedom of Information Act requests 
and helping us to interpret the results. A lawsuit would later be filed against the Secret 
Service on behalf of the Washington DC 2600 meeting. Based on their responses to FOIA 
requests, it seemed pretty obvious that the Secret Service was withholding information 
on just what it was doing on that fateful day. We received a number of articles this year 
with advice to meeting attendees on how to avoid this kind of thing. We published two of 
these in our Summer issue, despite neither of them really capturing what we considered to 
be the spirit of a 2600 meeting. One seemed to feel as though meetings were acts of civil 
disobedience while the other made them a bit too formal for our tastes. By the end of the 
year, we had gotten the Secret Service to admit to having a list of meeting attendees and to 
be conducting some sort of a criminal investigation.

2600 meetings weren’t the only place where the Secret Service’s actions came under 
scrutiny. All eyes focused on a courtroom in Austin, Texas early in the year, where Steve 
Jackson Games, with the help of the Electronic Frontier Foundation, succeeded in suing 
the Secret Service for their actions nearly three years earlier, when the company was 
raided as part of a nationwide operation to track down hackers. Under the Electronic 
Communications Privacy Act of 1986, each plaintiff was awarded $1,000 for having 
their electronic mail illegally seized. In addition, Steve Jackson Games was awarded 
$50,000 in damages and all legal fees had to be paid for by the government. In our 
Spring issue, we printed a day by day accounting of the trial. News of the victory came 
too late to be included in that issue, however subscribers received a special insert that 



shared the happy news.

While this was the year that hackers were fighting back, there was no shortage of new 
attacks and threats. Incredibly, AT&T sent us a legal threat for publishing a partial list 
of their offices. We printed their threat and told them to turn the page for a special 
dedication: the rest of the list. One reader wrote: “2600 is a publication that literally rides 
on the edges of freedom of speech. You are daring mega-billion dollar corporation[s] 
with ties in the government to use their influence to squash you. Yet they don’t do it. Yet 
you aren’t scared. Why?” Perhaps the best answer to that is that we knew we had the 
forces of good on our side.

But the battles would continue. There were reports of harassment at the new Seattle 
2600 meeting in July. The government’s introduction of the Clipper Chip and its threat 
to encryption served as a rallying cry and a unifying point between hackers and civil 
libertarians. And, most disturbingly, we saw hackers being sent to prison in much larger 
numbers than ever before. For those who wondered why a hacker would ever plead 
guilty in the first place, we explained that “...a hacker can always be convicted for 
something and the mystery of not knowing what it is they’re going to come after you for 
is enough to convince many people to plead guilty.”

We published a definitive cellular hacking guide in our Spring issue that received lots of 
feedback. We exposed a hacker trap run by a phone company and, interestingly enough, 
were strongly criticized by at least one member of the hacker community for giving 
away too many secrets - they clearly didn’t realize it was a trap, which only served to 
prove why it was important to share such information.

Red boxes were particularly popular at the time. In fact, we came up with a simple 
design called The Quarter so people could see exactly how the technology worked. 
“In a world where a one minute payphone call from Washington DC to New York 
costs $2.20 (at the maximum discount rate no less!), it will hardly surprise us at our 
suburban offices if, while sipping our afternoon tea, we happen to read about a sudden 
proliferation of Quarters across the U.S.” Between that and the Radio Shack tone dialer 
modification that we also spearheaded, hackers had gotten a huge advantage over the 
phone companies. It got to the point where some Radio Shack employees refused to 
sell tone dialers and crystals to people they suspected of being up to no good. This tied 
in nicely with their declining reputation due to all of the personal questions that they 
asked whenever anything was bought in one of their stores. We even started to have 
trouble in the bookstores that sold our magazine - customers or employees had taken 
to hiding the issues so people couldn’t find them. But no matter how many adversaries 
we wound up having, the hacker spirit prevailed and we just found a way to finish our 
projects regardless. And we never failed to have a biting remark or two in reserve: “It’s 
incredible how stubbornly some companies will cling to their ignorance.”

We were driving the phone companies insane on all levels. Our aspirations were clearly 
alien to them: “What we need are inexpensive, surcharge-free, and easy ways for all 
of us to make coin-free calls from anywhere in the country. Any phone companies out 



there interested?” We found an Ohio Bell memo warning employees not to copy or share 
company info, which is exactly what happened to that memo. (A reader also found a 
corporate memo which mentioned 2600 Magazine specifically that warned employees 
not to throw sensitive material in dumpsters, which is precisely where that particular 
memo was found.) We terrified them with our imagery: “...a hacker with a laptop hooked 
to a payphone using a red box to connect to a European virus BBS. You just can’t get 
more evil than that.” And as a final bit of torture, we ran an ad in our classified section 
which read: “Looking for old telco vans for purposes too illicit to mention here.” We 
even surprised ourselves by actually finding one which wound up becoming the infamous 
2600 phone company van.

Sometimes our unique humor was appreciated. We introduced the concept of “corporate 
comedy” regarding a set of particularly clueless videos that dealt with various forms of 
computer crime. “Although we could find little more than sentence structure to agree 
with in these offerings, we do recommend them to our readers as a fascinating study of 
alien culture.” The company that made the videos liked our review so much they sent us 
even more videos.

1993 was the year the concept of hacker conferences really started to take off. Much of 
the inspiration can be traced to a gathering called Hacking at the End of the Universe 
(HEU), which took place on a campground in the Netherlands in August. We helped 
promote this event in the magazine as the sequel to the infamous Galactic Hacker Party 
in Amsterdam four years prior. It was all that and more. A thousand hackers attended, 
more than any other hacker conference ever. And many of us came away transfixed by 
what we had witnessed: “Imagine a setting where paranoia is at a minimum, government 
agents keep their distance, questions are encouraged, and experimentation rewarded.” 
Add to that the fact that people were hooking into the Internet from laptops inside their 
tents and the true magic of what hackers could accomplish became very apparent. We 
began to dream of what we might be able to do. We imagined that “a large hacker event 
like the HEU could easily be held in the United States next summer as part of 2600’s 
tenth anniversary.” We had no idea if we could ever pull such a thing off. But what we did 
know was that “we always have the ability to turn our fantasies into reality.” But the one 
thing we knew we couldn’t do was listen to all of the people who told us not to bother. 
“We can initiate change and do things to technology that nobody has ever done before. 
Or we can just say we can.”

A small classified ad in our Summer issue announced “DEF CON I, the Mecca for the 
underground.” It would be a decent sized gathering for the States - around 75 people. 
And then there was the second Pumpcon, whose flyers promised “any proceeds above the 
conference costs will be used to help the victims of last year’s conference.” It would be a 
little while yet before hacker conferences would find their place in America.

Throughout the year, we tried to spread our overall optimistic view of what the future could 
be if we only took control of the technology that was growing around us. “We believe 
people have the fundamental right to hitch a ride onto the information highway,” we said. 
“Just don’t kill the driver.” Emmanuel Goldstein, the editor of 2600, was even invited 
to testify in front of Congress in June. He attempted to present the hacker perspective 



on what constituted actual crime. “We know that it’s wrong to steal tangible objects. 
We know that it’s wrong to vandalize. We know that it’s wrong to invade somebody’s 
privacy. Not one of these elements is part of the hacker world.” Unfortunately, the 
hearing proved to be little more than an opportunity for Congressmen Ed Markey 
(D-Massachusetts) and Jack Fields (R-Texas) of the House Subcommittee on 
Telecommunications and Finance to engage in hacker-bashing. Attempts to portray 
all hackers as criminals prevailed in the chamber and in the sound bites that followed. 
“New laws are not needed because there is not a single crime that can be committed 
with a computer that is not already defined as a crime without a computer,” Goldstein 
admonished. “The Internet has evolved, on its own volition, to become a true bastion 
of worldwide democracy. It is the obligation of this committee, and of governments 
throughout the world, not to stand in its way.”

One of our themes throughout the year was getting people onto the Internet, which 
was beginning to show its true potential as a worldwide communications network. 
We published a list of free access points, entitled “Passageways to the Internet.” We 
celebrated “technology as a way of life, not just another way to make money.” And 
we heralded the arrival of a project by an organization called LODCOM which was 
putting together the “LOD Communications Underground Hack/Phreak BBS Message 
Base Project,” an effort to preserve some of the history of the BBS era, particularly 
as it related to the hacker community. This was one of the first acknowledgments that 
those early message boards might actually serve an historical purpose.

In almost every issue, we printed part of a definitive acronym list so that people could 
understand all of the terminology that was now being thrown around. We shared info 
on how to defeat hardware locks, which were becoming popular as a way of physically 
controlling what people could get access to. We also went after another push-button 
lock manufacturer: a company called Digital which had a Simplex-similar system that 
wasn’t quite as prevalent. Any impression that these locks provided real security was 
dashed when we printed all 1287 possible combinations.

Caller ID was a fairly new technology and we were determined to share every bit of 
technical info about it that we could get our hands on. We encouraged “high school 
hacking” of all sorts, as long as the basic values of the hacker spirit were upheld. And, 
if they weren’t, you could count on being called out like this: “You must watch a lot 
of television as this is the only way you could have gotten such a warped perception of 
what hackers are. If you want to cure yourself of this and not get chastised in the letters 
column, we suggest you read what is said in these pages.”

Another milestone, the first ever 2600 Internet meeting was planned for IRC channel 
#2600 beginning at 12 noon Eastern Time on January 26, 1994. The countdown to an 
event known as “Phoneday” in the United Kingdom had also begun. In 1995, major 
disruptions were promised for just about every phone number over there. “If you 
know anyone in the U.K., it’s probably best to leave them alone for a while. These are 
traumatic times.” Meanwhile in the States, people had begun collecting prepaid phone 
cards as part of a new fad. And we had a great deal of fun trying to get straight answers 
from the phone companies on their actual rates, something that was so much harder 



than one might have expected. We also experienced firsthand the woes of having our 
touch tones disabled, thanks to the implementation of our new electronic switch. But at 
least our 2600 voice bulletin board system expanded to 24 hours a day, still using the 
AT&T Easy Reach 700 area code.

The community was growing. Some noticed that it was still predominantly male, 
which we agreed was part of a larger problem: “Images don’t change themselves. This 
is one of those society things we’re all going to have to work on to a degree.” The times 
continued to change.


































































































































































































































































































































































































